
 

 

SSLP Group Ltd are Cyber Essentials, ISO27001, GDPR and DPA 2018 
compliant.  Our business practices around security and privacy compliance 
remain and always will remain, a fundamental part of the service we provide.   

In the event of a UK exit (assuming the UK leaves the EU), the UK will 
become a “Third Country” under GDPR definition.   

SSLP Group confirms that, where it concerns “appropriate safeguards” under 
GDPR;  

• We undertake an analysis of the risks presented by our processing and 
use this to assess the appropriate level of security we need to put in 
place. 

• When deciding what measures to implement, we take account of the state 
of the art and costs of implementation. 

• We have an information security policy and take steps to make sure the 
policy is implemented. 

• We have additional policies and ensure that controls are in place to 
enforce them. 

• We make sure that we regularly review our information security policies 
and measures and, where necessary, improve them. 

• We have put in place basic technical controls such as those specified by 
established frameworks; for instance, Cyber Essentials and ISO27001. 

• We understand that we may also need to put other technical measures in 
place depending on our circumstances and the type of personal data we 
process. 

• We use encryption and/or pseudonymisation where it is appropriate to do 
so. 

• We understand the requirements of confidentiality, integrity and 
availability for the personal data we process. 

• We make sure that we can restore access to personal data in the event of 
any incidents, such as by implementing the appropriate backup process. 

• We conduct regular testing and reviews of our measures to ensure they 
remain effective, and act on the results of those tests where they 
highlight areas for improvement. 

• Where appropriate, we implement measures that adhere to an approved 
code of conduct or certification mechanism. 

• We ensure that any data processor we use (such as a datacentre) also 
implements appropriate technical and organisational measures. 
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